**Affine cipher**

The **affine cipher** is a type of **monoalphabetic substitution cipher**, wherein each letter in an alphabet is mapped to its numeric equivalent, encrypted using a simple mathematical function, and converted back to a letter. The formula used means that each letter encrypts to one other letter, and back again, meaning the cipher is essentially a standard substitution cipher with a rule governing which letter goes to which. As such, it has the weaknesses of all substitution ciphers.

Each letter is enciphered with the function ![(ax+b)\mod(26)](data:image/png;base64,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), where ![b](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8WFhYEBAQwMDBQUFB0dHQMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAAA0x8OSAAAAAXRSTlMAQObYZgAAAFFJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpPPS3cwMHA+YShmYGBPYFjHwMC8gaGOgYEpgMGQgaFvAsNzoFYGLgUGBsYLbRMYGHi37mVgAACXrBB5AVvBigAAAABJRU5ErkJggg==)is the magnitude of the shift.
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**Description**![0 .. m-1](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAEcAAAAPBAMAAABElc8tAAAAMFBMVEX///+2trZ0dHQWFhaenp4EBAQwMDAiIiKKiooMDAzm5uZQUFBiYmJAQEDMzMwAAAC8sHsbAAAAAXRSTlMAQObYZgAAANxJREFUKBVjYHh7ZgMDPrAWKMk1i6Ednxo+c6AsdwIDqwNuVVy5IEWcBxjYL+BWxMCQDpTkb2BgMyCk6H0DA28AWBHHMQ6dqjdqDWg6QCYhFDGx5jFcU2D8gFdRH9DmZAYCihb4MzAEMfCAHfgOBF6BzQQ7XAHu8O0MXP8YmDcApfjSQCAHrggYBMwXIM6wYeAIYFj/YAGEByNBJiEF5kcG3gSGk3wNMGkIDVLENQ8YLVwxDEsPsHxg4FRgyOZBVQMOTIa3OhsgipiAEbSAQewgqqK9/28vQBXBwQMAhiw8shY2qTMAAAAASUVORK5CYII=)

In the affine cipher the letters of an alphabet of size **n** are first mapped to the integers in the range 0..n-1. It then uses **modular arithmetic** to transform the integer that each plaintext letter corresponds to into another integer that correspond to a ciphertext letter. The encryption function for a single letter is

![\mbox{E}(x)=(ax+b)\mod{m},](data:image/png;base64,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)

where modulus ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC)is the size of the alphabet and ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)and ![b](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8WFhYEBAQwMDBQUFB0dHQMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAAA0x8OSAAAAAXRSTlMAQObYZgAAAFFJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpPPS3cwMHA+YShmYGBPYFjHwMC8gaGOgYEpgMGQgaFvAsNzoFYGLgUGBsYLbRMYGHi37mVgAACXrBB5AVvBigAAAABJRU5ErkJggg==)are the key of the cipher. The value ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)must be chosen such that ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)and ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC)are [coprime](http://en.wikipedia.org/wiki/Coprime). The decryption function is

![\mbox{D}(x)=a^{-1}(x-b)\mod{m},](data:image/png;base64,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)

where ![a^{-1}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABsAAAASBAMAAABY9biuAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAGVJREFUGBljYEACnkhsBoa9kShcBuK4HIKCghIMRCqGWJDzvYGBge/OmQtI9u1imA8UhAHOnwz8E2AcBgb2BQypCB4D/wGGK0jc+QkMa5C49hOYv3Eg+EwJvJ/zEFxOiQN3G+BcAKqzFeS6YFS7AAAAAElFTkSuQmCC)is the **modular multiplicative inverse** of ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)[modulo](http://en.wikipedia.org/wiki/Modular_arithmetic) ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC). I.e., it satisfies the equation

![1 = a a^{-1}\mod{m}.](data:image/png;base64,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)

The **multiplicative inverse** of ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)only exists if ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)and ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC)are coprime. Hence without the restriction on ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)decryption might not be possible. It can be shown as follows that decryption function is the inverse of the encryption function,

![\begin{align}
\mbox{D}(\mbox{E}(x)) &= a^{-1}(\mbox{E}(x)-b)\mod{m}\\
  &= a^{-1}(((ax+b)\mod{m})-b)\mod{m} \\
  &= a^{-1}(ax+b-b)\mod{m} \\
  &= a^{-1}ax \mod{m}\\
  &= x\mod{m}.
\end{align}](data:image/png;base64,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)

**Weaknesses**

Since the affine cipher is still a monoalphabetic substitution cipher, it inherits the weaknesses of that class of ciphers. The **Caesar cipher** is the Affine cipher when ![a=1](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAC4AAAAPBAMAAABpZ+CXAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAHtJREFUGBljYMACmAWwCAKFHjlgFTe/hV2cgR2fON+dMxfQjAOr38UwvwEozrgKBJaAVYDEOX8y8E8A8xAESJx9AUMqQgTCAonzH2C4gk18fgLDGpA4uvn2E5i/caBpAJnDlMD7OQ9dfAHQPRIH7jagivPWf7+MKoLgAQDFkSApHUP+lQAAAABJRU5ErkJggg==)since the encrypting function simply reduces to a linear shift.

Considering the specific case of encrypting messages in English (i.e. m = 26), there are a total of 286 non-trivial affine ciphers, not counting the 26 trivial Caesar ciphers. This number comes from the fact there are 12 numbers that are coprime with 26 that are less than 26 (these are the possible values of **a**). Each value of **a** can have 26 different addition shifts (the **b** value); therefore, there are 12\*26 or 312 possible keys. This lack of variety renders the system as highly insecure when considered in light of **Kerckhoffs' Principle**.

The cipher's primary weakness comes from the fact that if the cryptanalyst can discover (by means of [frequency analysis](http://en.wikipedia.org/wiki/Frequency_analysis), brute force, guessing or otherwise) the plaintext of two ciphertext characters then the key can be obtained by solving a [simultaneous equation](http://en.wikipedia.org/wiki/Simultaneous_equation). Since we know ![a](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAoAAAAJBAMAAAD5iKAgAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAEFJREFUCB0BNgDJ/wAADtzM0AAAugCfgAAJ+QAPkAAHoABlAAAPwADUAACfYACsAAA/kAP2CAACYA3zbgAJGMDdgLJpEDkuHlN+AAAAAElFTkSuQmCC)and ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC)are relatively prime this can be used to rapidly discard many "false" keys in an automated system.

The same type of transformation used in affine ciphers is used in [linear congruential generators](http://en.wikipedia.org/wiki/Linear_congruential_generator), a type of [pseudorandom number generator](http://en.wikipedia.org/wiki/Pseudorandom_number_generator). This generator is not a [cryptographically secure pseudorandom number generator](http://en.wikipedia.org/wiki/Cryptographically_secure_pseudorandom_number_generator) for the same reason that the affine cipher is not secure.

**Examples**

In these two examples, one encrypting and one decrypting, the alphabet is going to be the letters A through Z, and will have the corresponding values found in the following table.

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **A** | **B** | **C** | **D** | **E** | **F** | **G** | **H** | **I** | **J** | **K** | **L** | **M** | **N** | **O** | **P** | **Q** | **R** | **S** | **T** | **U** | **V** | **W** | **X** | **Y** | **Z** |
| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 | 12 | 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 | 21 | 22 | 23 | 24 | 25 |

**Encrypting**

In this encrypting example,the plaintext to be encrypted is "AFFINE CIPHER" using the table mentioned above for the numeric values of each letter, taking **a** to be 5, **b** to be 8, and **m** to be 26 since there are 26 characters in the alphabet being used. Only the value of **a** has a restriction since it has to be coprime with 26. The possible values that **a** could be are 1, 3, 5, 7, 9, 11, 15, 17, 19, 21, 23, and 25. The value for **b** can be arbitrary as long as **a**  does not equal 1 since this is the shift of the cipher. Thus, the encryption function for this example will be ![ y=E(x)=(5x+8)\pmod{26}](data:image/png;base64,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). The first step in encrypting the message is to write the numeric values of each letter.

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| plaintext: | A | F | F | I | N | E | C | I | P | H | E | R |
| x: | 0 | 5 | 5 | 8 | 13 | 4 | 2 | 8 | 15 | 7 | 4 | 17 |

Now, take each value of x, and solve the first part of the equation, ![(5x+8)](data:image/png;base64,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). After finding the value of (5x + 8) for each character, take the remainder when dividing the result of (5x + 8) by 26. The following table shows the first four steps of the encrypting process.

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| plaintext: | A | F | F | I | N | E | C | I | P | H | E | R |
| x: | 0 | 5 | 5 | 8 | 13 | 4 | 2 | 8 | 15 | 7 | 4 | 17 |
| 5x+8 | 8 | 33 | 33 | 48 | 73 | 28 | 18 | 48 | 83 | 43 | 28 | 93 |
| (5x+8)\pmod{26} | 8 | 7 | 7 | 22 | 21 | 2 | 18 | 22 | 5 | 17 | 2 | 15 |

The final step in encrypting the message is to look up each numeric value in the table for the corresponding letters. In this example, the encrypted text would be IHHWVCSWFRCP. The table below shows the completed table for encrypting a message in the Affine cipher.

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| plaintext: | A | F | F | I | N | E | C | I | P | H | E | R |
| x: | 0 | 5 | 5 | 8 | 13 | 4 | 2 | 8 | 15 | 7 | 4 | 17 |
| 5x+8 | 8 | 33 | 33 | 48 | 73 | 28 | 18 | 48 | 83 | 43 | 28 | 93 |
| (5x+8)\pmod{26} | 8 | 7 | 7 | 22 | 21 | 2 | 18 | 22 | 5 | 17 | 2 | 15 |
| ciphertext: | I | H | H | W | V | C | S | W | F | R | C | P |

**Decrypting**

In this decryption example, the ciphertext that will be decrypted is the ciphertext from the encryption example. The corresponding decryption function is ![\mbox{D}(y)=21(y-8)\mbox{ mod }26](data:image/png;base64,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), where ![a^{-1}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABsAAAASBAMAAABY9biuAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAGVJREFUGBljYEACnkhsBoa9kShcBuK4HIKCghIMRCqGWJDzvYGBge/OmQtI9u1imA8UhAHOnwz8E2AcBgb2BQypCB4D/wGGK0jc+QkMa5C49hOYv3Eg+EwJvJ/zEFxOiQN3G+BcAKqzFeS6YFS7AAAAAElFTkSuQmCC)is calculated to be 21, ![b](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAkAAAAOBAMAAAAPuiubAAAALVBMVEX///8WFhYEBAQwMDBQUFB0dHQMDAxiYmLm5ua2traKiopAQEAiIiLMzMwAAAA0x8OSAAAAAXRSTlMAQObYZgAAAFFJREFUCB1j4D23gQEI+BaAyHkNILIMRDCcBpPPS3cwMHA+YShmYGBPYFjHwMC8gaGOgYEpgMGQgaFvAsNzoFYGLgUGBsYLbRMYGHi37mVgAACXrBB5AVvBigAAAABJRU5ErkJggg==)is 8, and ![m](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABEAAAAJBAMAAAAmxto/AAAAMFBMVEX///8WFhZQUFAMDAzMzMyenp62trZAQEAEBATm5uYiIiJ0dHQwMDBiYmKKiooAAABU0ngcAAAAAXRSTlMAQObYZgAAAF9JREFUCB1j4LvDt3vl3DsPGBh4OcoYjm9ga2BgCJn/gGExA+sHBgaGeAaGbgamBUCWFgPnFwZGBSBLloGvgWG+A5D1jYH9AMNmlgCQWuYNDOVMDAzcBQwcExhyrjAAAF/aFj8q/GVCAAAAAElFTkSuQmCC)is 26. To begin, write the numeric equivalents to each letter in the ciphertext, as shown in the table below.

a ![a^{-1}](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABsAAAASBAMAAABY9biuAAAAMFBMVEX///9AQEAMDAzm5uYiIiIEBASenp4wMDB0dHTMzMwWFhaKiopiYmJQUFC2trYAAAC7TixzAAAAAXRSTlMAQObYZgAAAGVJREFUGBljYEACnkhsBoa9kShcBuK4HIKCghIMRCqGWJDzvYGBge/OmQtI9u1imA8UhAHOnwz8E2AcBgb2BQypCB4D/wGGK0jc+QkMa5C49hOYv3Eg+EwJvJ/zEFxOiQN3G+BcAKqzFeS6YFS7AAAAAElFTkSuQmCC)mod 26 = 1

5 x 21 mod 26 = 1

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| ciphertext: | I | H | H | W | V | C | S | W | F | R | C | P |
| y: | 8 | 7 | 7 | 22 | 21 | 2 | 18 | 22 | 5 | 17 | 2 | 15 |

Now, the next step is to compute ![21(y-8)](data:image/png;base64,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), and then take the remainder when that result is divided by 26. The following table shows the results of both computations.

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| ciphertext: | I | H | H | W | V | C | S | W | F | R | C | P |
| y: | 8 | 7 | 7 | 22 | 21 | 2 | 18 | 22 | 5 | 17 | 2 | 15 |
| 21(y-8): | 0 | -21 | -21 | 294 | 273 | -126 | 210 | 294 | -63 | 189 | -126 | 147 |
| (21(y-8)) mod 26: | 0 | 5 | 5 | 8 | 13 | 4 | 2 | 8 | 15 | 7 | 4 | 17 |

The final step in decrypting the ciphertext is to use the table to convert numeric values back into letters. The plaintext in this decryption is AFFINECIPHER. Below is the table with the final step completed.

|  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| ciphertext: | I | H | H | W | V | C | S | W | F | R | C | P |
| y: | 8 | 7 | 7 | 22 | 21 | 2 | 18 | 22 | 5 | 17 | 2 | 15 |
| 21(y-8): | 0 | -21 | -21 | 294 | 273 | -126 | 210 | 294 | -63 | 189 | -126 | 147 |
| (21(y-8)) mod 26: | 0 | 5 | 5 | 8 | 13 | 4 | 2 | 8 | 15 | 7 | 4 | 17 |
| plaintext: | A | F | F | I | N | E | C | I | P | H | E | R |

**Entire alphabet encoded**

To make encrypting and decrypting quicker, the entire alphabet can be encrypted to create a one to one map between the letters of the cleartext and the ciphertext. In this example, the one to one map would be the following:

|  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| **letter in the cleartext** | **A** | **B** | **C** | **D** | **E** | **F** | **G** | **H** | **I** | **J** | **K** | **L** | **M** | **N** | **O** | **P** | **Q** | **R** | **S** | **T** | **U** | **V** | **W** | **X** | **Y** | **Z** |
| number in the cleartext | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 | 12 | 13 | 14 | 15 | 16 | 17 | 18 | 19 | 20 | 21 | 22 | 23 | 24 | 25 |
| (5x+8)mod(26) | 8 | 13 | 18 | 23 | 2 | 7 | 12 | 17 | 22 | 1 | 6 | 11 | 16 | 21 | 0 | 5 | 10 | 15 | 20 | 25 | 4 | 9 | 14 | 19 | 24 | 3 |
| ciphertext letter | I | N | S | X | C | H | M | R | W | B | G | L | Q | V | A | F | K | P | U | Z | E | J | O | T | Y | D |

**Programming examples**

JAVA:

public void Affine(int a, int b){

for (int num = 0; num < 26; num++)

System.out.println(((char)('A'+num)) + ":" + ((char)('A'+(a\*num + b)% 26)) );

}

Affine(5,8)

Link : <http://en.wikipedia.org/wiki/Affine_cipher#Decrypting>